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LEARNING TECHNOLOGIES PROGRAM 
To assist us to enhance learning through the safe use of Information and 
Communication Technologies (ICTs), please read this document and sign the Learning 
Technologies User Rights and Responsibilities Agreement. 

Rigorous cyber-safety practices are in place, including the User Rights and 
Responsibilities Agreement for both staff and students. Child protection education, 
such as the ‘Keeping Safe’ child protection curriculum, includes information about 
remaining safe when using technology and is provided to all students. 

for 



http://www.acma.gov.au/
http://www.netalert.gov.au/
http://www.kidshelp.com.au/
http://www.bullyingnoway.com.au/






17. I will not attempt any activity which may be considered hacking in any sense, even 
as a game or joke. I am aware that Hacking is a criminal offence under the Cyber 
Crime Act (2001). Any hacking attempts will be forwarded to the police. 

18. Any type of software or hardware device designed to capture or view network 
data\packets (Packet-sniffing) is forbidden. Any student detected capturing network 
traffic will be suspended. The school’s network security system will scan for and 
report on any device capturing packets. 

19.



HALLETT COVE SCHOOL RESPONSIBILITIES

I understand that Hallett Cove R-12 School will: 

 do its best to enhance learning through the safe use of ICTs. This includes working to 
restrict access to inappropriate, illegal or harmful material on the Internet or on 
school ICT equipment/devices at school, or at school related activities; and enforcing 
the cyber-safety requirements detailed in User Agreements.

 respond to any breaches in an appropriate manner.
 provide members of the school community with cyber-safety education designed to 

complement and support the User Rights and Responsibilities Agreement.
 welcome 


